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Disclaimer

Summary information

This Presentation contains summary information about FirstWave Cloud Technology Ltd (FirstWave) and its activities current as at 29 October, 2019, unless otherwise stated. The information in this Presentation does not purport to be complete. It should be 

read in conjunction with FirstWave’s other periodic and continuous disclosure announcements lodged with the Australian Securities Exchange, which are available at www.asx.com.au.

Not financial product advice

This Presentation is for information purposes only and is not financial product or investment advice or a recommendation to acquire FirstWave shares and has been prepared without taking into account the objectives, financial situation or needs of individuals. 

Before making an investment decision, prospective investors should consider the appropriateness of the information having regard to their own objectives, financial situation and needs and seek legal and taxation advice appropriate to their jurisdiction. 

FirstWave is not licensed to provide financial product advice in respect of FirstWave shares. Cooling off rights do not apply to the acquisition of FirstWave shares.

Not tax advice

Tax implications for individual shareholders will depend on the circumstances of the particular shareholder. All shareholders should therefore seek their own professional advice in relation to their tax position. Neither FirstWave nor any of its officers, 

employees or advisers assumes any liability or responsibility for advising shareholders about the tax consequences of the return of capital and/or share consolidation. 

Financial data

All dollar values are in Australian dollars (A$) unless otherwise stated. 

This Presentation is unaudited.

Future performance

Forward looking statements, opinions and estimates provided in this Presentation are based on assumptions and contingencies which are subject to change without notice, as are statements about market and industry trends, which are based on 

interpretations of current market conditions. Forward looking statements including projections, guidance on future earnings and estimates are provided as a general guide only and should not be relied upon as an indication or guarantee of future 

performance. An investment in FirstWave shares is subject to investment and other known and unknown risks, some of which are beyond the control of the FirstWave, including possible delays in repayment and loss of income and principal invested. 

FirstWave does not guarantee any particular rate of return or the performance of FirstWave nor does it guarantee the repayment of capital from FirstWave or any particular tax treatment. Persons should have regard to any risks contained in this Presentation. 

No representation or warranty, express or implied, is made as to the fairness, accuracy, completeness or correctness of the information, opinions and conclusions contained in this Presentation. To the maximum extent permitted by law, none of FirstWave, its

directors, employees or agents, nor any other person accepts any liability, including, without limitation, any liability arising out of fault or negligence, for any loss arising from the use of the information contained in this Presentation. In particular, no

representation or warranty, express or implied is given as to the accuracy, completeness or correctness, likelihood of achievement or reasonableness of any forecasts, prospects or returns contained in this Presentation nor is any obligation assumed to update 

such information. Such forecasts, prospects or returns are by their nature subject to significant uncertainties and contingencies. Before making an investment decision, you should consider, with or without the assistance of a financial adviser, whether an 

investment is appropriate in light of your particular investment needs, objectives and financial circumstances.

Past performance

Past performance information given in this Presentation is given for illustrative purposes only and should not be relied upon as (and is not) an indication of future performance.

Not an offer

This Presentation is not, and should not be considered, an offer or an invitation to acquire FirstWave shares.

http://www.asx.com.au/
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Crystallising the Opportunity

Chairman’s Update
Executive Chairman John Grant
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• Key investor markers for FY20

1. Sustained Partner progress on the Path to Revenue 

2. # Customers to revenue with a target of 18 

3. Delivery of the product and technology roadmap

4. Optimisation of cost structure

5. Cashflow

• Update against key investor markers

1. Good partner progress on the Path to Revenue – new Level 1 partner signed

2. 7 partners deliver revenue – 4 international (albeit relatively small)

3. On track delivery of product and technology roadmap but have to make strategic choices

4. Reduced cost structure but offset by increased investment in the production business units

5. Capital raise and expected R&D cash rebate will see business funded into Q3 

Chairman’s Update



6

Crystallising the Opportunity

Strategy
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Strategy

• Cybercrime – a global $840b problem for Customers

• Global Security Vendors are challenged to address the SMB security opportunity and 
are struggling to operationalise a global SaaS model

• Telcos and Security Service Providers need new integrated SMB offerings and under 
attack from Cloud/SaaS competitors

Cybercrime 

Massive, Complex, Evolving 

• The end user is under threat – at the perimeter through email, web, firewall and 
endpoint

• FirstWave CCSP is a unique SaaS Security life-cycle orchestration PLATFORM for 
Telco/Service Providers that redefines their delivery economics and prevents cyber security 
threats from impacting their customers



8

FirstWave’s Cloud Content Security Platform

GSVs Enterprise/SMB 
Customer

Telco

SP

GSI

CCSP

Multi-Vendor
EWF

Augmented 
MANO

VSA 
Pooling/
Slicing

Multi-Cloud
Architecture

Integrated
BSS/APIs

VNF 
Licensing

Engine

Unified
Security
Portal

Email

Web

Firewall

FirstWave
CCSP

Significant growth opportunity through SaaS Orchestration Platforms 
in Telco/CSPs for business customers
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FirstWave’s CCSP Continues to be Validated Globally

12 years of 
Telco 

deployment 

Global OEM 
contract

Global System 
Integrator 
contract

EMEA Service 
Provider contract

Telco 
deployment 

Technology
Aggregator
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Crystallising the Opportunity

Progress on Path to 
Revenue

CEO David Kirton 
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Leveraged Go-to-Market Maximises Access to Revenue

FCT signs 
Level 1 Partner or 

signs direct to Level 
2 partner

Level 1 Partner 
signs multiple 

Level 2 Partners

Each Level 2 Partner 
signs multiple 

customers 

Each Level 2 Partner
upsells each customer to 

multiple products

‘Level 1’ Partner
Global Security Vendors (GSVs)

Global System Integrators (GSIs)
Technology Aggregator (TA)

‘Level 2’ 
Partners

Telco/SP
Reseller

Customers

FCT
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Path to Revenue has Clear Milestones

‘Level 2’ 
Partner
MSA / 

Reseller 
Agreement

‘Level 1’ 
Partner
PoC/PoV

• Certification
• Offer & Sales
Enablement

• GTM Launch

PoV for 
End 

Customer

Sale to 
End  

Customer 
&      

On-
Boarding 

End 
Customer 

Bill

Products 
X-Sell/ 
Upsell

Critical Path Milestones

Pitch & Demo

First Contact

Revenue

‘Level 1’ 
Partner 
OEM / 

Reseller 
Agreement

‘Level 2’ 
Partner

PoV

1 32 4 5 6 7 8 9



13

7 Partners now at Revenue Stage (FY20 Target – 18 partners)

29 Aug 2019 29 Oct 2019

Channel
Level 1 

Partners
Level 2 

Partners
Partners 
Billing

Level 1 
Partner

Level 2 
Partners

Partners 
Billing

GSV 1 3 1 9 2

GSI/TA 1 2 75

MSSP 1 2 1 1 3 1

FirstWave 0 5 3 0 10 4

3 10 4 4 97 7

*Full details on Path to Revenue in Appendix
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Partners by Region

75

8

4

Current Level 1

Current Level 2



15

Crystallising the Opportunity

Partner Led Product and 
Platform Delivery
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Orchestration 
Platform

FCT
Product

CORE CODE BASE

FCT CCSP

Email Web Firewall

DNS
Proxy

Dedicated
Multi-tenant

Hosting 
Infrastructure

Hypervisor

Operating 
Environment

PRIVATE CLOUDPUBLIC CLOUD

VMWare
Open Stack 

/ KVM
AWS

Kubernetes/Docker Centos RedHat

Technology 
Platform

FCT CCSP
For Cisco

FY20 Architecture Supports 2 Orchestration Platforms

Value
Added
Services

Multi-tenant



17

Q1 FY20
Completed

Q2 – End FY20 +FY19 Exit

Email Web Firewall

Development Common Framework 

Value Added 
Services

Advanced Detect 

& Response (ADR) SOARSIEM

FY20 CCSP Product Roadmap

FCT CCSP

DNS

Email Web Firewall Email Web Firewall

Multi-
tenant

Dedicated DNS
Multi-
tenant

Dedicated
Multi-tenant

DNSMulti-
tenant

Dedicated
Multi-tenant

KVM                                                           Open Stack
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Q1 FY20
Completed

Q2 – End FY20 +FY19 Exit

Email Web

Development Common Framework 

Value Added 
Services

FY20 CCSP for Cisco Product Roadmap

DNS

Email Web Email Web

Multi-
tenant

DNS
Multi-
tenant

Proxy
DNS

Multi-
tenant

Open Stack / KVM
FCT CCSP

For Cisco
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FY20 Platform Delivery

MUMBAI

US – OREGON

LONDON

SYD/MEL/CAN (3)

PLANNED FY20

DELIVERED

SYDNEY

CANADA

GERMANY

INDIA
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Crystallising the Opportunity

Financial Update

CFO Jason Singh
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Sustaining Domestic and Growing International Revenue

* This represents normalised revenue with once-off adjustments removed (FY18 $244k, H1 FY19 $155k, H2 FY19 $384k), related 
to prior year and revenue recognition adjustments upon the adoption of AASB 15

• Q1 annualised international revenue increased by 271% from FY19 exit, and increasing 157% in October

Q1 revenue increased by 7% to $2.160m, vs. $2.023m PCP

* Calculated by multiplying annualising exit month revenue 



22

Q1 FY20 Operating and Capital Expenditure
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Labour Costs -
corporate staff, $435 

Board and Public 
company costs, $520 

Company payroll tax, 
$124 

Insurance, $102 

Other, $ 207 

$(000's)

Q1 FY20 Corporate Costs $1.388m

• Labour Cost : 9 FTE

• CEO Office – 3 FTE
CEO, Executive Assistant, Business Support

• Finance – 5 FTE
CFO, Financial Controller, 2 Financial Accountants,  
Accounts Undergraduate

• Company Secretary/General Counsel/HR – 1 FTE

• Board and Public Company costs: 4 Directors, 
listing fees, legal and accounting costs

• Other Costs: Includes all company operating 
systems, travel and utility costs 
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FirstWave Operating Model (Headcount by function)

Strategy Develop Deploy Sell Support Corporate Support

Operating Model

4

20

5

16

12

5 4 54

26

6

17
14

5 4 4

Product and
Strategy

Product
Development

Platform Sales and
Marketing

Operations Finance Corporate Board

June FY19 Oct FY20
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Cashflow 

Description $M Comments

Q1 FY20 Closing Cash $2.9

Q2 FY20 Expected Inflow

Capital Raised
Other Income

Operating Inflow

$8.2

$6.2
$1.3
$0.7

Received 1st October 2019
FY19 Grant Income 

Q2 FY20 Estimated Outflow $6.2 As per Appendix 4C breakdown

Q2 FY20 Estimated Closing Cash $4.9 Estimated December closing cash
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Crystallising the Opportunity

Q2 FY20 Outlook

CEO David Kirton
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Q2 FY20 Milestone Objectives

1. Sustained Partner progress on the Path to Revenue

• # Partners billing end customers (FY2020 June Target = 18, current = 7)

• Continue the early progress in compounding QOQ MRR from International Partners

• Launching new campaigns into the domestic market

2. Delivery of the Product and Technology Roadmap

• Deploy product feature releases developed to the end of October onto existing platforms

• Develop beta web proxy solution

• Continued core platform development

• Deploy 2 new Cisco OEM platforms in Europe and North America

3. Optimisation of the Cost Structure

• Maximise resource utilisation and simplification of corporate resources (reducing by 2)

• Prioritise product and platform roadmap to the opportunities emerging from the CCSP for Cisco

4. Cash Flow

• Operate within levels of funding anticipated within the Appendix 4C while exploring other opportunities to secure
its capital base
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Summary – Key Take-outs

• FirstWave’s CCSP is a unique solution, playing into a significant growth opportunity through SaaS 
Orchestration Platforms in Telco/CSPs for business customers on a global scale - which is still 
early stage in adoption and deployment

• CCSP has been and continues to be validated by our global Partners

• Progress has been made on the Path to Revenue

• Our investment program is partner led, focussed on revenue turn-on, securing long term 
relationships and in the short-term will focus on CCSP for Cisco
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Appendix

Path to Revenue Detail  
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New Partner 6

New Partner 7
New Partner 8

Cisco Update

Partner 3

New Partner 4
New Partner 5

Partner 1

Partner 2

Status at 29 August 
Update

New Partner 9

New Prospect 2

New Prospect 3

Prospect 1

‘Level 2’ 
Partner

Agreement

STEP 4

‘Level 1’ 
Partner
PoC/PoV

STEP 1

• Certification
• Sales/Support 
Enablement

• GTM Launch

STEP 5

PoV for 
End 

Customer

STEP 6

Sale to End  
Customer &      
On-Boarding

STEP 7 

End 
Customer 

Bill

STEP 8

Products 
X-Sell/ 
Upsell

STEP 9

‘Level 1’ 
Partner 

Agreement

STEP 2

‘Level 2’ 
Partner

PoV

STEP 3Level 1
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Cisco Update

• Further progress on the path to revenue

• Technical workshops completed on product roadmap in September with next
planned for November

• Six new level 2 partners signed to Cisco

• Two new level 2 partners have commenced services

• First Revenue under CISCO OEM agreement expected in October 2019
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GSI/Technology Aggregator Update

Level 1

Status at 29 August 
Update

• One new level one partner in UK, DWS - access to 2,200 resellers
• First DWS order received and billing Oct
• FCT participated in DWS sales event to pre-sell product – Sept
• 75 DWS Platinum Partners, taking them through to step 5 (approx. 75% complete)

New DWS Platinum 
Partners (75)

‘Level 2’ 
Partner

Agreement

STEP 4

‘Level 1’ 
Partner
PoC/PoV

STEP 1

• Certification
• Sales/Support 
Enablement

• GTM Launch

STEP 5

PoV for 
End 

Customer

STEP 6

Sale to End  
Customer &      
On-Boarding

STEP 7 

End 
Customer 

Bill

STEP 8

Products 
X-Sell/ 
Upsell

STEP 9

‘Level 1’ 
Partner 

Agreement

STEP 2

‘Level 2’ 
Partner

PoV

STEP 3
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Telco/SP Update

Partner 1
Partner 2
Partner 3

Prospect 1

Prospect 2
Prospect 3

Status at 29 August 
Update

• One new partner now at Gate 6 - POV for end customer
• Three prospects in partner agreement stage

‘Level 2’ 
Partner

Agreement

STEP 4

‘Level 1’ 
Partner
PoC/PoV

STEP 1

• Certification
• Sales/Support 
Enablement

• GTM Launch

STEP 5

PoV for 
End 

Customer

STEP 6

Sale to End  
Customer &      
On-Boarding

STEP 7 

End 
Customer 

Bill

STEP 8

Products 
X-Sell/ 
Upsell

STEP 9

‘Level 1’ 
Partner 

Agreement

STEP 2

‘Level 2’ 
Partner

PoV

STEP 3

New Partner 1

New Partner 2
New Partner 3
New Partner 4

New Partner 5

FirstWave DIrect
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SHELT Group Update

‘Level 2’ 
Partner

Agreement

STEP 4

‘Level 1’ 
Partner
PoC/PoV

STEP 1

• Certification
• Sales/Support 
Enablement

• GTM Launch

STEP 5

PoV for 
End 

Customer

STEP 6

Sale to End  
Customer &      
On-Boarding

STEP 7 

End 
Customer 

Bill

STEP 8

Products 
X-Sell/ 
Upsell

STEP 9

‘Level 1’ 
Partner 

Agreement

STEP 2

‘Level 2’ 
Partner

PoV

STEP 3

Telecel - RCA

Level 2 Partner

New Level 2 
Partner

Level 1

Status at 29 August 
Update

• Level 1 partner billing 3 end customers
• FCT and Shelt.com attended Telecoms World Middle East in September – 35 

opportunities being qualified
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A Simple Guide to Acronyms in our Presentation

• ‘Level 1’ Partner– this is a GSV or GSI partner of FCT (leveraged partner model)

• ‘Level 2’ Partner– this is a customer of a ‘Level 1’ Partner (leveraged go-to-market model) or a direct customer of FCT e.g Telstra

• ‘Level 1’ / ‘Level 2’ PoC/PoV – ‘Level 1’ Partner or ‘Level 2’ Partner starts full trial on the platform that if successful will then provide the confidence for the respective  
‘Level 1’ Partner or ‘Level 2’ Partner to on-sell to their customers

• ‘Level 1’ Partner OEM/Reseller Agreement   - this is a collective term for an agreement between FCT and a ‘Level 1’ Partner

• OEM Agreement – this is an OEM agreement between FCT and a ‘Level 1’ Partner being a Global Security Vendor (GSV)

• ‘Level 2’ Partner MSA / Reseller Agreement – This is a master services agreement between FCT and a ‘Level 2’ Partner with approved pricing and service definitions

• FCT Platform Certification – This is a technical certification by the ‘Level 1’ Partner or ‘Level 2’ Partner that allows their customers to be provisioned onto the platform

• Sales/Support Enablement – All ‘Level 1’ Partner and/or ‘Level 2’ Partner sales teams have been trained on and provided with FCT product and service information

• GTM Launch – When the ‘Level 1’ Partner and/or ‘Level 2’ Partner launches the FCT CCSP-enabled service to their customers

• PoV (Proof of Value) for End Customer – End customer full trial on the platform that if successful is then provides catalyst to sign order

• PoC (Proof of Concept) for Partner – Partner customer full trial on the platform that if successful is then provides catalyst to sign agreements

• End Customer Order & On-boarding – End customer orders FCT solution from ‘Level 2’ Partner is on on-boarded to the service

• End Customer Bill – End customer is billed by ‘Level 2’ Partner which allows FCT to bill ‘Level 1’ Partner or ‘Level 2’ Partner

• Products X-Sell/Upsell – ‘Level 2’ Partner sales teams cross-sell and up-sell other FCT– enabled solutions

• SAM – Serviceable Addressable Market

• SMB – Small to Medium Business (sometimes also called a ‘SME’ or Small to Medium Enterprise)

• SOM – Serviceable Obtainable Market

• TAM – Total Addressable Market

Definitions for the Path to Revenue model
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A Simple Guide to Acronyms in our Presentation

• BDM – Business Development Manager – sales executive

• CCSP – Cloud Content Security Platform

• Content Security – a product market category that comprises email security and web security 

• CWS – Cloud Web Security  - a cloud-based Secure Web Gateway service offering from Cisco (ex-Scansafe, a company acquired by Cisco) 

• EMEA – Europe, Middle East & Africa 

• EWF – A FCT-conceived abbreviation for an  Email + Web + Firewall solution package or offer bundle from a Telco/SP to an Enterprise/SMB customer

• Exit revenue – Annualised Monthly Recurring Revenues (AMRR) as at June 30 of the corresponding fiscal year

• GSI – Global Systems Integrator

• GSV – Global Security Vendor – e.g. Cisco, Palo Alto Networks, Fortinet

• MRR – Monthly Recurring Revenue

• MSS – Managed Security Services

• MSSP – Managed Security Service Provider – e.g. a Telco/SP that offers MSS to its enterprise/SMB

• OEM – Original Equipment Manufacturer  - a company that produces equipment , marketed and sold by another manufacturer – e.g. what FirstWave does with Cisco

• OSS/BSS – Operational Support System / Business Support System (Telco/SP core IT systems)

• SaaS – Security as a Service

• SWG – Secure Web Gateway – a category of content security product or technology that inspects user web traffic for security and content control purposes

• SP – Service Provider – a term used for a Telco or a network services provider or communications service provider 

• Telco – a telecommunications company , whether a fixed network or mobile network operator or both 

• Umbrella – Cisco Umbrella  - a cloud-based Secure Internet Gateway  (SIG) offering from Cisco

• WSA – Cisco Web Security Appliance  - a proxy-based Secure Web Gateway (SWG) product from Cisco  

FirstWave plays in a highly technical world so here are some definitions to help you navigate terminology  
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• Hosting Infrastructure consists of the physical compute and networking resources. This is owned and 
operated by public cloud providers such as AWS or by private data centre operators within Telcos or 
Government facilities.

• The Hypervisor layer abstracts the physical resources into virtual compute and software defined networking 
(SDN).

• AWS, VMware and OpenStack allow for control over the lifecycle of virtual machines via an API (Application 
Programming Interface). Using APIs to create Virtual machines means that FirstWave can create new 
resources and provision services onto them in a fully software defined manner. Creation of resources with 
this level of automation is important as FirstWave scales services and expands capacity onto many 
platforms globally.

• The Operating Environment the software runs in consists of the Linux operating system. This provides the 
process control to maintain the many distributed components of the platform. As FirstWave supports the 
coexistence of virtual machines, vendor virtual appliances and containerised components, Docker and 
Kubernetes are also leveraged to support some deployments.

Explaining the CCSP Architecture


