
MARKET RELEASE 

Data#3 Limited 
ABN 31 010 545 267 
555 Coronation Drive, Toowong QLD 4066  

 

 

Data#3 takes action on cyber incident  
 
 
BRISBANE, Thursday 27 August 2020: Australian business technology solutions leader Data#3 Limited 
(ASX: DTL) advises that it has experienced a cyber-security network incident, involving an overseas third 
party, which is currently under investigation.  
 
Pursuant to our operational plans, our Information Security Incident Response Team was promptly 
activated to contain and remediate the incident and confirm that our wider IT environment is secure. 
We are also working with a third-party forensic investigator to develop a full analysis of the incident. 
 
Data#3 has made direct and proactive contact with the 28 customers who have been impacted. Pending 
the outcome of the investigation Data#3 may need to take further steps in response to the incident.  
 
The cyber incident has had no material impact on Data#3’s ongoing operations.    
 
Further, at this time, the current advice is that the incident is not a notifiable incident to the Australian 
Information Commissioner. 
 
“We take the security of our IT systems very seriously. We continue to work closely with specialist 
forensic consultants to investigate this incident. We will provide updates to the market of any material 
developments,” said Managing Director and Chief Executive Officer, Mr Laurence Baynham.  
 
 
 
This announcement is authorised by the Data#3 board 
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