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Votiro

• The investment in Votiro represented an opportunity to expand Senetas’s security product suite 
and further our vision to provide leading security protection without compromising system 
performance or user experience

• The rise of ransomware attacks is one of the most serious global cybersecurity threats and 
Votiro’s Secure File Gateway solution is effective at neutralising those threats (including zero 
day threats) with 100% efficacy, zero breaches and no latency – provides Senetas with 
immediate access to a high growth market opportunity

• Senetas is leveraging its experience and deep relationships with US 
Government agencies, large commercial organisations and Thales as 
our global distribution partner to help deliver significant benefits to 
Votiro

• With the scale and severity of ransomware attacks growing at an 
alarming rate, Votiro provides essential cyber-security protection for 
file-borne attacks without compromising user productivity and presents 
a significant opportunity for growth
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Senetas investment in Votiro

• Senetas committed to a US$8 million investment in Votiro over 3 
tranches from late 2018 

• The first tranche of US$4 million was paid in November 2018 and the 
final tranche of the US$8 million investment was made in January 
2020

• Senetas invested a further US$4.1 million in June 2020 as part of a 
rights issue undertaken by Votiro

• Senetas currently hold just over 60% of Votiro’s equity on a fully 
diluted basis

• Senetas has subsequently provided additional funding to Votiro by 
way of a secured interest bearing loan that currently stands at US$6.3 
million

− The loan is likely to be converted to equity the next time Votiro raises 
further equity
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Votiro progress & outlook
• Whilst the impacts of COVID slowed down business development over recent years, the last 12 

months has seen Votiro develop significant momentum

• Annual recurring revenue (ARR) was up 83% in FY2022

• Good success in targeting large scale client opportunities – client wins in the last 12 months include 
large government agencies, financial institutions and industrial companies

• POC conversion rate remains strong at over 90% in the US and over 75% globally, consistently 
winning in head-to-head technology trials against competitors – Customer renewal rate at around 
95%

Can you 
provide 
secure 
file 
gateway 
image 
without 
backgrou
nd?

• New customer pipeline has grown by over 60% 
since July 2022

• Votiro is targeting a doubling of ARR for the 2022 
calendar year and a cash flow breakeven run rate 
by June 2023



Votiro
Zero Trust Content Security Company

Ravi Srinivasan, CEO
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My Background 

https://www.linkedin.com/in/ravisr

• 20+ Years in Cybersecurity

• CEO at Votiro

• Founding Product Leader at IBM Security

• GM, Data Security at Forcepoint

• Member, Board of Advisors [US:IWSY]

https://www.linkedin.com/in/ravisr
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Votiro Update 2022

Votiro’s patented Content Disarm and 
Reconstruction (CDR) technology 

Instantly disarms and reconstructs content of all types –
in original file format – making it safe for use

Prevents all content-borne cyber attacks, regardless of 
origin, while preserving file functionality (incl. macros)

350+ 
customers 

Protection for 
millions of users 

worldwide
7 billion files 

processed Zero breaches

Instantly disarms and 
reconstructs content of 
all types in original file 

format

Votiro CDR prevents 
all file-borne cyber 

attacks

File is safe for use

Essential cyber-security protection for file-borne attacks without compromising user productivity
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Key Performance Metrics

2021
Release of 3rd gen 

SaaS product

135% 
CY2021 

subscription  

revenue growth

US$19.5m 
Equity invested 

by shareholders

41 
Employees in 

US, APAC & Israel

ARR Summary

$2.5M
$3.9M $4.3M

Target $7.8M

JUL2021 DEC2021 JUL2022 DEC2022

Key Wins in 2022

ü 95% Renewals, 3-year commitments in FY22 YTD

ü >US$500K bookings in APAC Gov’t in Q2

ü First SaaS win in JAPAN commercial ops in Q3

ü 3 NAM partners landing new logos in FY22 YTD 

US$
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Global Market Opportunities in 2022-23  

Email Files Shares & Collaboration
Web Portals & 

FTPS
Public CloudBusiness 

Applications

Secure Digital Interactions
Sanitize files before its 

exchanged in new digital 
automations

Secure Collaboration
Sanitize files before its uploaded to 

cloud using untrusted network or 
crossing data boundaries

Sanitize files before its 
downloaded by employees, 

partners, and contractors

Secure Remote Work

PRODUCTIVITY USABILITY CONTINUITY
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Votiro Category Leadership

Positive Selection TechnologyTM –
Scalable, deliver fully-functional files in 
milliseconds without detection

Open, API-based services for ease of 
adoption and integrations

Flexible deployment modes (SaaS, Private 
Cloud) with global presence and regional 
support 

Key Differentiations

VOTIRO CLOUD
Zero Trust Content Security

CONNECTOR LAYER (incl. Browser Plug-in)

APIsAP
Is
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Target Industries 

Enterprises that have a large daily volume of 
inbound documents

High velocity businesses that can’t afford security 
delays in file transfers, email delivery 

Large teams across multiple locations

Access to sensitive and confidential data

Document fidelity is essential

Banking & 
Financial Services

Logistics, 
High-Tech & 

Media

Health & 
Insurance Government

Key industry demand characteristics

Partner-led GTM execution, winning large enterprise & government ops
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Target Territories

Melbourne, 
Australia

Tokyo, Japan

Singapore

Tel Aviv, IsraelAustin, TX

Philadelphia, 
Boston, New York

Atlanta

Focused on massive North America opportunity, building on continuing wins in APAC & JAPAN 

Direct sales force in early stages 
of developing key partner 

relationships Established regional 
distributor and growing 

reseller network

Growing reseller 
network
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Zero Trust Content Security Strategy

Users
WORK 
FROM 

ANYWHERE

App Files
UPLOAD

TO 
ANYWHERE

App Files
DOWNLOAD 

FROM 
ANYWHERE

• Email & Collaboration
• Cloud Data Protection
• Discovery & Classification
• Data Encryption

• Converged Web – SWG, CASB, RBI, ZTNA
• Advanced Malware Protection
• Enterprise Firewall
• Cross Domain Security

VOTIRO CLOUD
Zero Trust Content Security

• Top Evasive Threats in 2022
• Phishing with attachments 
• Zero Day Attacks
• Ransomware (sensitive files) 
• Deepfakes (images, videos)

• Votiro Cloud central to Enterprise 
Spend in large security domains with 
US$6B global TAM
• Security Service Edge 
• Data Protection

• 70% malware found in files are of 
unknown variants  
• Detection & Response is only 

looking for known threats  
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Expanding GTM Partnerships for Run-Rate Ops

Users
WORK 
FROM 

ANYWHERE

App Files
UPLOAD

TO 
ANYWHERE

App Files
DOWNLOAD 

FROM 
ANYWHERE

• Email & Collaboration
• Cloud Data Protection
• Discovery & Classification
• Data Encryption

• Converged Web – SWG, CASB, RBI, ZTNA
• Advanced Malware Protection
• Enterprise Firewall
• Cross Domain Security

VOTIRO CLOUD
Zero Trust Content Security
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Votiro Technology Roadmap

2022 Early 2023

• Trial support on AWS marketplace 
• Native O365 API integration
• GA Browser plug-ins

Enhancements for Cloud & Remote User use cases

• 100% coverage which removes the need for workflows 
– reducing errors and improving security

Policy Free deployment for quick time to value

• 98%+ accuracy
Machine learning for Macro disarming

New API-centric SaaS offering 

• Expand global points of presence, DevOps integrations 
and support API economy (file uploads)

• Votiro APP integrations for Box / Slack / Salesforce / Data 
Platforms

Industry’s first enterprise-grade SaaS

• Multi-tenancy, 4 AWS regions 
• Retro-scan
• New files formats (audio, video, certs) 

• Release trusted version
• SOC2 certification*

US Federal Government approval completion

• Web isolation, Fortinet, OWL Cyber, Box
• SIEM integrations (SumoLogic, Microsoft Sentinel) 

Open integrations as drivers for partnerships

In-progress & planned development pipeline
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Questions
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This presentation ("Presentation") has been prepared by Senetas Corporation Limited (“Senetas“ or “the Company”) for the sole purpose of providing 
general and background information on the Company.

Nothing contained in this Presentation is or should be relied upon as a representation as to future matters. To the extent this Presentation includes 
statements, estimates, forecasts, projections and other forward-looking information with respect to the future performance of the Company these 
involve subjective judgements and are based on assumptions that are subject to significant uncertainties and risks, many of which are outside the 
control of the Company.  Actual future results may vary significantly from the forward-looking information.  This document has not been adopted by 
the board of the Company.

All information contained in this Presentation is confidential to Senetas and is provided subject to the terms of the confidentiality agreement and 
undertaking given by the participant in favour of the Company.  None of Senetas and its associates, directors, officers, employees, agents, 
independent contractors and advisers (collectively the “Disclosing Parties”) makes or gives any representation, warranty or guarantee, whether 
express or implied, in relation to the information contained in this document including its completeness, accuracy, currency or reliability or the process 
by which it was prepared. None of the Disclosing Parties accepts any responsibility to update, supplement or correct this document. To the maximum 
extent permitted by law, the Disclosing Parties disclaim all direct, indirect or consequential liability, including without limitation, any liability arising from 
fault or negligence on the part of any of them or any other person for any loss arising from the use of this Presentation or its content or otherwise arising 
in connection with it.

Except as prohibited by applicable law, a participant in this Presentation waives its rights to make any claim that it may have against the Disclosing 
Parties in relation to this Presentation, and further acknowledges that none of the Disclosing Parties will be in any way responsible or have any liability 
to any participant or to any other person for loss or damage of any kind whatsoever relating to this Presentation.  This acknowledgement may be 
pleaded as a bar to any claim that a participant or any other person may bring.

This Presentation is not intended to constitute legal, tax or accounting advice or opinion or financial product advice and should not be relied upon as 
representation of any matter that a person should consider in evaluating the Company.  Participants in this Presentation must not rely on this 
Presentation, and should make their own independent investigations into, and independent assessment and review of, this Presentation and must 
make their own independent decisions about the Company and its business. Participants should also seek and rely upon their own independent 
taxation, legal, financial or other professional advice in relation to this Presentation and its contents.  This Presentation does not take into account the 
investment objectives, taxation situation, financial situation or needs of any participant.

Disclaimer


