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Disclaimer
The information contained in this document (“Document”) has been prepared by Cipherpoint Limited (referred to as “CPT” or “the Company”). The purpose of this Document is to provide background information to assist readers in obtaining a general 
understanding of the Company's proposals and objectives. It is not and should not be considered as an offer or invitation to apply for or purchase any securities of the Company or as a recommendation or inducement to make an offer or invitation in respect 
of securities in the Company. No agreement to subscribe for securities will be entered into on the basis of this Document or any information contained in this Document. 

The Company has authorised the distribution of this Document to recipients (“Recipients”), subject to the terms of this Important Notice, to assist them in deciding whether they wish to proceed with a further investigation of the Company. However, the 
information in this Document is not intended to form the basis of any investment decision in relation to the Company and should not be considered as a recommendation to the Recipient to invest in the Company. This Document is not a prospectus, product 
disclosure document or other offering document under Australian law or under the law of another jurisdiction. The Recipient should carry out and should rely on their own independent review, investigation, analysis and due diligence of CPT and its 
operations, business and assets. 

The information in this Document, which is selective and does not purport to contain all the information that the Recipient may require to evaluate the opportunity, has not been independently verified by the Company or any other person. The Company 
releases material information as announcements to the ASX (ASX:CPT). Recipients seeking further information in respect of the Company should review the Company’s announcements as released to the ASX from time to time. No representation or 
warranty, expressed or implied, is or will be made by the Company and its professional advisors and their related bodies corporate, affiliates and each of their respective directors, officers, partners, employees, advisers and agents and any other person 
involved in the preparation of this Document (collectively “Disclosers”) as to or in relation to the accuracy, reasonableness, completeness or reliability of this Document or any other written or oral information made available to any Recipients or their 
advisers and to the maximum extent permitted by law the Disclosers disclaim all liability and responsibility (including without limitation any liability arising from fault or negligence) for any direct or indirect loss or damage which may arise or be suffered 
through use of or reliance on anything contained in, or omitted from, this Document or any errors or omissions in this Document. In particular, no representation or warranty is given as to the achievability or reasonableness of any future projections, 
management estimates or plans, prospects or returns. The projections in this Document are indicative only and are not and should not be relied upon as representations as to future matters. The projections are based on assumptions that may or may not 
prove to be correct. The Recipient must make their own independent assessment and investigation of those assumptions. 

Various statements in this Document constitute statements relating to intentions, future acts and events (“Forward Looking Statements”). Forward Looking Statements involve subjective judgment and analysis, known and unknown risks, uncertainties and 
other important factors that cause those future acts, events and circumstances to differ from the way or manner in which they are expressly or impliedly portrayed herein. Disclosers do not make or give any representation, warranty or guarantee, express 
or implied, that any Forward Looking Statements will be achieved or proven correct, or that any assumptions, projections, management estimates or plans on which the Forward Looking Statements are based are reasonable. No historical financial 
information, estimates, projections, management estimates or plans contained in this Document or any other financial information derived from that information, can be relied upon as a promise or representation, as to the past, present or the future. The 
Company is not bound by any statement of intention contained in this Document to then undertake the proposed activity. None of the Disclosers makes or gives any representation, warranty or guarantee, express or implied, that the information in this 
Document is accurate, current, reliable or complete, has been or will be audited or independently verified, or that reasonable care has been taken in compiling, preparing or furnishing it. Nor do the Disclosers accept any responsibility to inform the 
Recipients of any matter arising or coming to its attention after this date. 

Neither the Company nor its representatives or agents undertake any obligation to inform Recipients of any matter arising or coming to their notice after the above date which may affect any matter referred to in this Document or to provide the Recipients 
with access to any additional information or to correct any inaccuracies herein which may become apparent. Neither the receipt of this Document by any person nor any information contained in it or supplied with it or subsequently communicated to any 
person in connection with a proposed investment in or purchase of the Company’s assets constitutes, or is to be taken as constituting, the giving of investment, financial product, legal, tax or other advice to any such person. Each such person should make 
their own independent investigation and assessment, including obtaining their own professional advice. The distribution of this Document (including electronic copies) outside Australia may be restricted by law and persons who come into possession of this 
Document outside of Australia should seek advice on and observe any such restrictions. Any failure to comply with such restrictions may constitute a violation of applicable securities laws. 

This Document must not be copied, reproduced, distributed or passed to others at any time without the prior written consent of the Company. By accepting this Document, Recipient’s acknowledge and agree to be bound by the above statements.



      

     

Company Overview

✓ Cipherpoint is an ASX listed managed services & 
Cyber Security Business (ASX:CPT). 

✓ Through its wholly owned 100% owned 
subsidiaries, ExciteIT, Brace168 and VITCS it provides 
innovative IT and cyber security solutions to a 
broad range of enterprise sectors and government.

✓ It simplifies the use of technology and skilled 
experts to enable efficient and secure operations 
for its customers, including a best of breed security 
operations centre (SOC) to detect and respond to 
security threats. 

* Unaudited, adjusted for key customer changes

At 16 November 2022
(post acquisition of ExciteIT)

ASX Code CPT

Market Cap $6.8M

Annualised Revenue* $5.2M

FPO 929,163,257

Options 568,385,607

ELSP 28,735,305

Performance Rights 22,500,000

Number of Staff
Offices (NSW; TAS)

28
2

✓ Current customer base grown to 90+ with 16 new 
customers signed last 3 months

✓ Strong pipeline with over 40 opportunities worth 
$4M+ which have the potential to deliver substantial 
underlying revenue growth 

✓ Cost savings achieved of $2M/annum

✓ Targeting Cashflow Positive CY23

✓ Dramatically increasing demand for cyber security 
services with managed IT

What we do How we are going



      

     

Strong Management & Board

Steve Bliim
Director and Chairman

Graham Mirabito
Director

Bryan Saba
Director and Group CEO

Ken Benson
Director

Hugh Stodart
General Manager

Mark Hitchcock
Head of Operations

14+ years of experience in Australia, 
Europe and the US. 
Responsible for capital planning and 
forecasting, treasury management, 
global financial reporting and statutory 
compliance.

35 years’ in  IT including 10 years in 
engineering and 25 years in sales, 
marketing, operations, mergers, 
acquisitions 
Senior roles at Telstra including MD 
Telstra Europe and EVP Telstra Asia

Senior executive at British Telecom, 
Telecom NZ and Telstra.
Roles as Chairman, CEO and 
director of technology services 
companies in Europe and Asia Pac.

• Founder of Excite IT
• 20 years experience in IT Services
• Focussed on Bringing 

Extraordinary Experiences to 
People, not just technology • Founder of VITCS

• 15 years experience in IT Services 
and Security across government, 
Healthcare, NFP and Aerospace.

• Passionate about helping 
customers achieve strategic vision

• 25 years of experience in 
telecommunications and 
security

• Outcome-focused manager with 
expertise in security services 
and solutions for enterprise, 
small business and government.



      

     

WHO WE ARE
Building an Ecosystem of IT & Cyber Security Solutions 

Established in 2017 to provide Managed Detection and Response (MDR) services to medium and 
large customers using its Sydney based SOC.  Brace168 is ISO27001, CREST certified, AICPA SOC 2, 
and HIPAA compliant. Acquired by Cipherpoint March 2021.

Established in 2016 to provide managed IT and security solutions and services to agencies of 
Tasmanian Government and enterprise customers. Acquired by Cipherpoint in November 2021.

Established in 2008 to deliver a superior IT Service Management operation through the simplification 
of technology and mature frameworks. Specialists in Management and Microsoft Cloud capabilities. 
Acquired by Cipherpoint in November 2022, enabling cross sell and upsell opportunities.

NOTE: The Cipherpoint Group has completed building its second SOC in Tasmania and is well placed to further support solutions across Australia.



      

     

Providing End-End Solutions
Our assembled capability provides a comprehensive range of end-to-end IT products and solutions 

to an established and diverse customer base

• 10 Professional IT Staff
• 30+ Customers Nationwide
• 10 Products and Services

• Managed Support
• Desktop
• Cloud
• IT Infrastructure
• Telecommunications

• 15 Professional IT Staff with a Mainland 
Focus

• 40+ Customers Nationwide
• 8 Products and Services

• Managed Detection and 
Response

• CISOaaS and Consulting 
• Assessment and compliance
• PEN Testing
• Incident Response

• 6  Professional IT Staff with a Focus 
on Tasmania

• 20+ Customers
• 8 Products and Services

• Managed Detection and 
Response

• CISOaaS and Consulting 
• Assessment and compliance
• Incident response
• Managed IT Services



      

     

OUR CUSTOMERS

Industries Represented

Information Technology Services

NSW & Tasmania Government

Aged and Retirement Living

Telecommunications

Financial Services

Confectionary

Not For Profit

Construction

Engineering

Healthcare

Insurance

Utilities

Selection Of Customers

Selection of Channel Partners



      

     

Recent Breaches Have Crystalised The Opportunity
Real impact for customers and shareholders - Recovery costs, customer retention and brand

https://www.oaic.gov.au/updates/news-and-media/oaic-opens-
investigation-into-optus-over-data-breach - 11 Oct 2022

https://www.sbs.com.au/news/article/real-estate-sector-data-breach-could-be-
worse-then-optus-hack-says-digital-rights-watch/l72rlry1z - 22 Oct 2022

https://www.abc.net.au/news/2022-10-03/optus-data-breach-
cyber-attack-deloitte-review-audit/101496190 - 3 Oct 2022

https://www.abc.net.au/news/2022-11-09/medibank-data-release-dark-web-
hackers/101632088 - 9 Nov 2022

https://www.itnews.com.au/news/australian-strata-company-
sskb-breached-587093 - 28 Oct 2022

November 2022

https://www.itnews.com.au/news/medlab-pathology-discloses-february-
data-breach-587030 - 27 Oct 2022

https://www.smh.com.au/technology/online-wine-seller-vinomofo-suffers-major-data-breach-
20221018-p5bqlf.html - 18 Oct 2022

October 2022

https://www.oaic.gov.au/updates/news-and-media/oaic-opens-investigation-into-optus-over-data-breach
https://www.sbs.com.au/news/article/real-estate-sector-data-breach-could-be-worse-then-optus-hack-says-digital-rights-watch/l72rlry1z
https://www.abc.net.au/news/2022-10-03/optus-data-breach-cyber-attack-deloitte-review-audit/101496190
https://www.abc.net.au/news/2022-11-09/medibank-data-release-dark-web-hackers/101632088
https://www.itnews.com.au/news/australian-strata-company-sskb-breached-587093
https://www.itnews.com.au/news/medlab-pathology-discloses-february-data-breach-587030
https://www.smh.com.au/technology/online-wine-seller-vinomofo-suffers-major-data-breach-20221018-p5bqlf.html


      

     

Opportunity For 
Rationalisation Of Corporate 

Services

The Opportunity is Large

90+ SME, Government & 
Enterprise Customers

20+ Products and 
Services

Multi Billion-Dollar 
Market Opportunity

Increased Demand Due To 
Recent Spike In Reported 

Cyber Attacks

Strong Sales Pipeline With Over 
40 Opportunities Worth >$4M

Opportunity For Cross Selling 
With Existing Customers

Increased Traction In 
Enterprise Segment Due To 

Recent Wins

Pent Up Demand In SME 
Looms As Immediate 

Opportunity

30+ IT Professionals To 
Service Increased 

Demand



      

     

End to End Cyber Security and Managed Services
It Just Makes Sense

IT Infrastructure Products and Managed Services Range

Managed Support IT Infrastructure Managed Detection CISOaaS and Consulting Incident Response



      

     

Excite IT, Brace 168 and VITCS
Fast Forward To Now…

These organisations have now come 
together within the Cipherpoint Group to 

provide IT and cyber security solutions that 
work seamlessly across enterprises and 

government agencies.

Customers span financial, property, 
manufacturing, technology and health 

sectors, including everything from start ups 
to ASX-listed companies.



      

     

Market Opportunity
Cipherpoint is now positioned at the forefront to capture demand for secure and modern IT services 

Secure Managed IT Services
“Businesses will channel more than $90 billion in new spending into Managed 

IT Services and Security (outsource partners) through 2026.” 1

Secure Transformation To 
Cloud

Breaches Are At 
Unprecedented Levels

Remote Working Makes 
Security Harder

Regulations and Compliance

1. ConnectWise MSP Report 
2021-2026

2. ACSC Annual Threat Report 
2021-22

3. Splunk The State of Security 
Report 2022

4. https://ministers.ag.gov.au/
media-centre/tougher-
penalties-serious-data-
breaches-22-10-2022

5. Venture Insights quoted in 
https://www.arnnet.com.au/
article/699553/cloud-cyber-
services-drive-25b-aussie-
b2b-market-growth/

“Adoption of cloud and cyber 
security services will drive the 

Australian B2B ICT landscape to 
hit $24.7 billion in FY26.”5

“78% of security and IT leaders say that 
remote workers are harder to secure”3

Cybercrime reports increased 13% in 2021/22.2

Recent major breaches have driven public 
awareness and increased negative brand impact.

“30% of SMB organisations plan to 
migrate more IT to the cloud.”1

Tougher penalties for privacy breaches
Public disclosure requirements mean corporate 

cases are now in the mainstream media4



      

     

Growth Strategy To Secure Managed Services

FY 22
Acquire & Grow

FY 23
Cost Reduction & Scale

FY 24
Cashflow & Margin

✓ 80% of MSPs offering Cloud and 
Collaboration are expected to organically 
“grow” cybersecurity and compliance 
offerings over the next 3 years. 
ConnectWise MSP report 2021-2026.

✓ Cipherpoint has accelerated this process 
by merging Excite IT, VITCS, and 
Brace168. 

✓ The merge offers customers a single-
hand-to-shake for many of their 
technology needs; a unique and 
compelling differentiator in Australia's 
market for direct competitors of 
Cipherpoint.

✓ We are here!

✓ With already >$2m in cost savings 
(further cost savings to be achieved via 
integration projects) and total pipeline 
value for Excite increasing by over 25% 
(pre-completion), Cipherpoint is in an 
exceptional position. 

✓ Leverage market needs (Cloud, Support, 
Security and Compliance uplift) with 
existing clients and prospects –
Cipherpoint is uniquely positioned to be 
able to achieve this as a single supplier. 

✓ Economies of scale are leveraged to 
grow margin and improve profit.

✓ Reinvest into Security Automation 
initiatives; growing the competition gap 
and increasing margin.

✓ Invest in additional strategic 
acquisitions. 



      

     

Merged Entity
An incredible opportunity to capture market opportunity across IT and Security by optimising merged organisations

✓ Established and leading Cloud and MSP 
provider with end to end expertise

✓ Customer loyalty driven by excellence in 
customer service and client relations

✓ Established and leading Cyber Security 
providers with extensive expertise

✓ Agile – align to solution and costs 
customer benefits

Agile and Customer-Centric Cloud/Managed Service Business 
With Solutions Encompassed By Security

So far so good: 
✓ Pipeline includes 

Opportunities with a 
value of >$4m

✓ Positive feedback from 
customers vs our 
competitors

Revenue            
✓ Market Opportunities
✓ Value of opportunities have increased total value by 25%
✓ Engagements across construction, engineering, housing 

and non-bank lending
✓ High retention and repeat/scalable business
✓ Existing customers and prospects require cybersecurity 

and compliance uplift

25% Increase

Margin
✓ Cost efficiencies = margin improvement
✓ Reduction in corporate overhead
✓ Scalable business model and services

Profitable and cash flow positive

People and Culture
✓ Aligned Culture 
✓ Simplicity, Can Do, Easy to deal with = fast traction and 

speed to value
✓ Strong and experienced management team
✓ Growth opportunity helps attract and retain staff and talent

90% Customer and staff retention



      

     

Merged Capability

Security Consulting

✓ Assessment, Audit & Compliance
✓ Penetration Testing
✓ Vulnerability Scanning

✓ CISOaaS
✓ Incident Response

Cloud & Digital Consulting

✓ Transformation
✓ Mergers & Acquisitions
✓ Cloud Migrations

✓ .Net Development and Scripting

Managed Security

✓ Infrastructure management
✓ Cloud 

✓ Detection & Response
✓ Secure Hosting

Managed Services

✓ Cloud
✓ Network
✓ Voice

✓ Managed Support

Integration of Services & Capabilities offering customers a single-hand-to-shake

Up and cross-sell to customers engaging in each 
individual silo to offer a broader landscape of 

services from a single provider

Security Services Cloud Services



      

     

Cost Progress

Looking Back:

✓ Cost initiatives are on target and bearing fruit 
(annualised savings >$2m)

✓ Some one off costs in Sept Q so full effect will be only be seen in the current 
quarter

✓ Capacity utilisation and sales performance has improved

Looking Forward:

✓ Alignment of cost to revenue

✓ Continued focus on cost efficiencies across the business

✓ Further gains from cost synergies with Excite IT across common services, 
systems and facilities

500

1,000

1,500

2,000

2,500

$'000 $'000 $'000 $'000 $'000

Sep-21 Dec-21 Mar-22 Jun-22 Sep-22

Quarterly Cash Costs

VITCS

CPT + Brace168



      

     

Execution Capabilities
Excite IT adds capability to progress the strategic roadmap for a broader set of offerings from what is now one single provider

Consulting Services Managed IT Services Managed Security

• Incident Response
• Cyber Detection and Response
• SIEM / SOC
• Secure Hosting
• Application Control
• Secure Desktop

• Public & Private Cloud
• Cloud Migrations
• MFA
• Collaboration Services
• Backup
• Voice
• End Users Services

• Audit & Compliance 
(ISO27001, PCI DSS, IRAP / 
NV2)

• IT Transformation
• Networking 
• Implementation

• Penetration Testing
• Vuln Scanning
• CISOaaS
• Implementation

• Project management
• Service desk
• SOC / NOC
• International Coverage

Core CPT Group 
primary

Non-Core Group 
Capability• SLAs

• Ticketing
• Change Management
• Implementation New or enhanced 

with ExciteIT

• Field Services
• Managed Support
• Digital 

Transformation 
Planning

• .NET Development



      

     

      

     

Thank You

Contact:  Bryan Saba (bryan.saba@excite.com.au)


