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Introduction – Andrew Wilson
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Senetas Segment YTD Highlights FY2024
• Continuing to see the cybersecurity market strengthen as it emerges from the 

component shortage disruptions of recent years

• We expect Senetas segment FY2024 revenue to be higher than FY2023

• Senetas reported PBT for FY2024 is targeted to be up over 20% compared to FY2023 
– and excluding the impact of variable consideration will be up significantly stronger 
than that

• Senetas’s total sales pipeline remains strong overall and we are pleased to see good 
pipeline growth now in the APAC region

• As forecast, cash receipts have been higher in FY2024 with cash on hand currently 
at A$8.2 million

• Strong cash receipts expected in the next 3-4 months will include Senetas’s share of 
the large transaction disclosed last week
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Senetas Segment YTD Highlights FY2024
• Third party sales of Senetas products by Thales were up over 20% YTD in March, 

compared to the same time last year

• The Middle East is becoming an increasingly significant market for Senetas

• Largest ever single sale was signed and announced last week representing an 
additional A$2.5-A$3.0 million in revenue for FY2024

• More than 100 of Senetas’s 1Gbps and 10Gbps encryptors are to be deployed

• The higher than normal inventory levels that Senetas carried through the 
component shortage disruptions in recent years have begun to reduce

• The key focus areas for R&D and product development in FY2024 include upgrades 
to Senetas’s 10Gbps encryptors and a new version of the 100Gbps encryptor under 
development 
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Votiro Business Update
Ravi Srinivasan
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• $10.2M in ARR at end of April 2024

• $32M in Total Pipeline developed including Renewals

• 138% Net Retention Revenue

• Global TAM Expansion focused on Data Privacy – Launched Data Detection & Response (DDR)

• Cash flow breakeven targeted for December 2024 quarter 

State of the Business

Performance Metrics 

ARR Summary

$4.8M

$7.0M
$8.5M

$10.2M

DEC2022 AUG2023 FEB2024 APR2024

Award Winning Solution

2024 Partner 
Guide ListingCDR and Email

Content Security

CDR and Email
Content Security
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Today, most cyber threats and 
compromises to privacy hide in 

unstructured data.

Businesses depend on 
unstructured data. However, 

visibility into that data is obscured, 
and the ability to prevent attacks 

has proven inadequate.

Votiro solves these problems.

7

Market Opportunity

Unstructured Data 
Security Problem
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Votiro Business Growth Focus

North America focus on Mid-
market organizations adopting 
Votiro for Data Detection and 
Response 

• Microsoft value-add 
• Regional Credit Unions
• OEM out to Tech Partners 

APAC focus on Enterprise and 
Government agencies adopting 
Votiro for Zero Trust and Threat 
Prevention

• Singapore (Gov’t, Finance) 
• Indonesia, Malaysia, 

Thailand (Banking)

Revenue Expansion Plan in 2024-25

11

Enterprises AI adoption – safe and 
compliant use of unstructured data with 
in-house and 3rd party sources

Threat sophistication with AI - high 
velocity businesses that can’t afford 
security delays in file / email / 
collaboration platforms

Mid-sized organizations shifting data to 
cloud with Microsoft security platform

Modernizing DLP strategy to safeguard 
access to sensitive and confidential data

Regional 
Banking & 

Finance

Tech & 
Supply Chain

Insurance & 
Healthcare

Government

Global Go-To-Market Execution

2024 Demand for Votiro
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Major Market Drivers
• Zero Trust – evolving threats create 

the need to protect data in use

• Gen AI adoption – need threat 
prevention and privacy preserving 
controls for training LLM with 
unstructured data

• Data Detection and Response 
complements XDR, DSPM, and 
Enterprise Security Browser markets 
with for real-time protection of 
sensitive data in use

• Increasing cost of data breaches –
protect data anywhere its used 

Eliminate Data Breaches in Real-time
• Gain visibility into data-related threats anywhere its used

• Preventative response to incidents (block, disarm)

• Continuously monitor safe data usage (threat, privacy)

• Integrate with Apps, SIEM/SOC integrations

“DDR is an innovative approach to cybersecurity that focuses on 
safeguarding sensitive data and responding swiftly to potential 
threats. In a digital landscape where data breaches and 
cyberattacks have become increasingly rampant, DDR offers a 
proactive strategy to protect valuable information.”

IEEE Computer Society
Josh Breaker-Rolfe, 09/07/2023

$4.45M
Avg. cost of 
data breach 
going up3

80%
Enterprise data 
is unstructured1

71%
Incidents caused 

by malicious 
unstructured files2

$4.45M
With the avg. 
cost of data 

breaches rising3

1) IDC
2) Cybersecurity Insider, 
File Security Study, 2023
3) “Cost of Data Breach 
Report 2023” IBM

Market Opportunity

Data Security is in 
high Demand
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Weaponized Data in Cloud/SaaS, 
Data Lakes, Collaboration, Browser, 

Email

Real-time Detection, Unified Analytics 
(Threat, Privacy) & Automated Response 

(Cleanse, Mask, Redact)

Safe Data anywhere its accessed on the 
Endpoint, Web/SASE, Cloud

Solution Overview

Votiro’s Unique Data Detection & Response Platform

Browser Plug-in In-line Proxy API Services
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Solution Update

Votiro DDR – New Capabilities Launched in NAM

11

Drive efficient SOC operations 
and business productivity

Real-time Discovery and response 
to Privacy & Compliance

Automated mitigation Privacy & 
Threat risks

1. Unified 
Analytics

2. Data 
Discovery 

3. Data 
Masking
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Q & A
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This presentation ("Presentation") has been prepared by Senetas Corporation Limited (“Senetas“ or “the Company”) for the sole purpose of providing 
general and background information on the Company.

Nothing contained in this Presentation is or should be relied upon as a representation as to future matters. To the extent this Presentation includes 
statements, estimates, forecasts, projections and other forward-looking information with respect to the future performance of the Company these 
involve subjective judgements and are based on assumptions that are subject to significant uncertainties and risks, many of which are outside the 
control of the Company.  Actual future results may vary significantly from the forward-looking information.  This document has not been adopted by 
the board of the Company.

All information contained in this Presentation is confidential to Senetas and is provided subject to the terms of the confidentiality agreement and 
undertaking given by the participant in favour of the Company.  None of Senetas and its associates, directors, officers, employees, agents, 
independent contractors and advisers (collectively the “Disclosing Parties”) makes or gives any representation, warranty or guarantee, whether 
express or implied, in relation to the information contained in this document including its completeness, accuracy, currency or reliability or the process 
by which it was prepared. None of the Disclosing Parties accepts any responsibility to update, supplement or correct this document. To the maximum 
extent permitted by law, the Disclosing Parties disclaim all direct, indirect or consequential liability, including without limitation, any liability arising from 
fault or negligence on the part of any of them or any other person for any loss arising from the use of this Presentation or its content or otherwise arising 
in connection with it.

Except as prohibited by applicable law, a participant in this Presentation waives its rights to make any claim that it may have against the Disclosing 
Parties in relation to this Presentation, and further acknowledges that none of the Disclosing Parties will be in any way responsible or have any liability 
to any participant or to any other person for loss or damage of any kind whatsoever relating to this Presentation.  This acknowledgement may be 
pleaded as a bar to any claim that a participant or any other person may bring.

This Presentation is not intended to constitute legal, tax or accounting advice or opinion or financial product advice and should not be relied upon as 
representation of any matter that a person should consider in evaluating the Company.  Participants in this Presentation must not rely on this 
Presentation, and should make their own independent investigations into, and independent assessment and review of, this Presentation and must 
make their own independent decisions about the Company and its business. Participants should also seek and rely upon their own independent 
taxation, legal, financial or other professional advice in relation to this Presentation and its contents.  This Presentation does not take into account the 
investment objectives, taxation situation, financial situation or needs of any participant.

Disclaimer


