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SENETAS CORPORATION LTD
AGM 19 NOVEMBER 2015
CHAIRMAN’S OPENING ADDRESS

I would like to welcome you today to the annual general meeting of Senetas
Corporation Ltd and thank you for the interest demonstrated by your
attendance today.

Let me start by welcoming our Board. On my left is our CEO Andrew
Wilson. Next to Andrew is Lachie Given, on Lachie’s left is Dave Hansen
who has recently joined our board, and on the far left is Lt Gen Ken
Gillespie.

I welcome Dave to his first Senetas AGM and thank all the board for their
tireless input over the past 12 months. They are available at any time to
assist your company’s growth and their input has been critical to your
company’s success. | would also like to thank our staff who have put in a
fabulous effort over the past 12 months and especially the senior
management team. Julian Fay - CTO, John Weston - Chief Engineer, Barb
McMeekin - CFO and Simon Galbally - marketing director.

Last Saturday morning, we awoke to the horrible news of multiple terrorist
attacks in the heart of Paris, France which left over 120 people dead and
hundreds wounded. We feel especially affected by these tragic
circumstances as our global distribution partner Gemalto is headquartered in
Paris. Our hearts and prayers go out to all who work at Gemalto, their
families and friends. On behalf of Senetas | would like to express our
solidarity with the people of France and all who have been affected by these
truly horrific and tragic events.

These events did give me cause to reflect on the uncertain and dangerous
times in which we live - and the need to be aware of our own personal
security. Absolute physical security is impossible to achieve. For us to go
about our daily lives there is an element of risk we have to accept. But there
are many things we do not do because common sense tells us the risk we are
assuming is too great.

Similarly in the digital or cyber world, total security in the sense of full

protection from data thieves is not possible. Data thieves will always
manage to find network vulnerabilities which they will exploit, and this is
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why robust encryption technologies are so important in order to guarantee
that stolen data is useless in the hands of the thieves and other unauthorised
access.

What amazes me is that those who should know this fact - CIO’s CEQ’s,
CFQ’s, Presidents, Vice Presidents, managing directors and boards of
directors of large organisations, government and non-government - still do
little or nothing to ensure that the data held by the organisations they lead
cannot be used by anyone if for some reason it were unlawfully accessed.
We constantly read of data network breaches such as theft of credit card
information and the losses associated with these breaches was US$8 Billion
in 2014.

Two recently publicised data thefts have again highlighted the complacency
of the leaders of major government and non-government organisations when
it comes to protecting sensitive data. In one case the failure to protect data
has led to a congressional hearing in the United States and the resignation of
the head of the US Office of Personnel Management. In this case over 20
million records of US Government personnel were unlawfully accessed via
unprotected networks and other security weaknesses. While allegedly
breached by Chinese hackers, these US federal government employees had
all their identity and personnel record information stolen. What they stole
also included documents used for conducting background checks for worker
security clearances. These documents contain a wealth of sensitive
information about employees’ identities, backgrounds, their friends and
family.

The second incident occurred at home here in Australia. As far as | am
aware there have been no repercussions over this incident - the accessing of
the Australian Government’s secret submarine plans. But there certainly
should be. Too often those charged with protecting data take the easy option
of doing nothing and hoping that nothing will happen. This behaviour is
referred to as apathy and ‘tick-the-box” mentality, although it may be better
described as negligence.

At Senetas we see this happen repeatedly at the highest levels of government
and non-government organisations which hold very sensitive data. Further,
the incidence of reported data theft is much lower than the actual
occurrences of data theft and is often reported well after the event.
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When we think about security, there is quite properly, a concentration on
physical security and this will likely be more so since the Paris bombings.
However, the Australian government must focus on cyber-security as a
national security priority issue. Cyber-security is part of an overall security
strategy. One needs to prevent identity theft and also the risk of a cyber
terrorist attack on critical infrastructure. The only way to do this is to ensure
that sensitive data is robustly encrypted.

Furthermore, an effective national data security strategy is essential to
Australia’s digital economy. And just like our well regulated corporations
sector and other like initiatives that add strength to the world view of our
economy; a strong national security strategy will help differentiate the
Australian economy as a safe place to invest. Such a security strategy
demands the implementation of data breach notification laws and direct
sanctions against executives and boards that do not protect the sensitive data
they control. I am very encouraged that our Prime Minister, Malcolm
Turnbull, understands that a cyber security strategy is not just about ticking
boxes. He has just recently rejected the draft Government cyber security
strategy report as it lacked teeth and funding.

Senetas had an excellent 2015 financial year and | thank Andrew Wilson for
his leadership during the year. Andrew will take you through the detail. |
would like to make the following comments on our strategy and plans for
continued growth, improvement and maintaining our position as the world’s
leading layer 2 high speed encryption developer.

Senetas is a growth company. We have built strong cash reserves to cushion
us from unforeseen external shocks, enable us to reinvest in developing new
products for the marketplace and make acquisitions where appropriate. We
will be demonstrating our 100Gbps product to customers early next year.

We are also well advanced on our custom encryptor product for a major
European customer and in developing a virtual encryptor for software
defined network environments. And we have made many additional
Improvements to our existing product-set to meet new and emerging
customer needs. We expect these initiatives will drive revenue and profit
growth for FY17 and beyond.
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But we need to think even further ahead for what the market will require.
What does 2018 and beyond look like? Where are there gaps in the market?
Can we fill them?

We are planning for these now. It is partly for these reasons that I asked
Dave Hansen to join our board. His vast IT and security sector experience
and his current work in private equity will help us in our planning.

Senetas is also establishing an advisory board with additional outside
expertise to assist us in our planning. Finally we work very closely with the
Gemalto team in guiding and directing our market and customer-focused
engineering efforts.

This investment in planning and engineering will ensure that we will achieve
sustainable continued strong revenue and profit growth in the years to come.
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Ub Suspects Hackers in China Breached About 4 Million
People’s Records, Officials Say

Described as one of the largest thefts of government data ever seen

By DEVLIN BARRETT, DANNY YADRON and DAMIAN PALETTA ® 572 COMMENTS
Updated June 5, 2015 6:32 a.m. ET
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U.S. officials suspect that hackers in China stole the personal records of as many as four iPad Pro Video
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The Federal Bureau of Investigation is probing the breach, detected in April at the Office Rubber Ducky Puts
of Personnel Management. The agency essentially functions as the federal government’s Bluetooth in the
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China tried to hack U.S. firms even after cyber pact:

CrowdStrike

BY JOSEPH MENN

A man types on a computer keyboard in Warsaw in this February 28, 2013 illustration file picture.

Hackers associated with the Chinese government have tried to penetrate at least seven
U.S. companies in the three weeks since Washington and Beijing agreed not to spy on
each other for commercial reasons, according to a prominent U.S. security firm.

CrowdStrike Inc said software it placed at five U.S. technology and two pharmaceutical
companies had detected and rebuffed the attacks, which began on Sept. 26.
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Chinese hack of US national security
details revealed days after Russian hack

Government sources tell NBC News that Chinese attack targeted personal emails
of ‘all top national security” officials just days after Pentagon hack

TP

0 A reported spear-phishing attack on the Pentagon's Joint Staff email system exposed some 4,000 civilian and
military employees and is believed to have been sponsored by Russia. Photograph: AFP/Getty Images

The ongoing saga of successful foreign hack attacks on government databases
continued Monday with news of another break-in allegedly perpetrated by China.
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FY15 HIGHLIGHTS

Strong financial position
» Operating revenue increased 47% to $16.2m: Net profit before tax up by
145% to $6.0m.

» Strong balance sheet and cash flows.

Sustainable platform for the future
« Strengthening relationships with major global partners and customers.
 Positive sector thematics:
— Massive growth in global data usage for the foreseeable future.

— Continually increasing focus on both data security and network efficiency.
— Increasing cyber security threat levels.

e Investing in new product development and partner / customer

relationships to drive future growth.
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FY15 FY14 Change
$000’s $000’s

Revenue from ordinary activities 16,207 11,038 47%
Profit before tax 6,021 2,458 145%
Net profit after tax 4,016 2,957 36%

Operating revenue increase of $5.2m:
 41% growth in product sales.
e 55% increase in maintenance revenue.

e Growth in revenue driven primarily by orders from new customers and increasing
maintenance revenues.

Gross profit was $13.4m; a gross margin of 83%.

Operating expenses were $9.1m vs $8.3m in FY14.

Net profit before tax increased by 145% to $6.0m & net profit after tax rose by $1.1m:
e Tax expense of $2.0m in FY15 (benefit of $0.5m in FY14).

10

SENETAS 9



SUSTAINABLE GROWTH

Jun 13 Jun 14 Jun 15 Jun 13 Jun 14 Jun 15

Revenue growing

e 44% revenue growth in FY14 followed by 41% revenue growth in FY15. Maintenance is now
36% of operating revenue 34% in FY14.

» Strong sales results from Gemalto in December 2014 & June 2015.

Growth track record

* FY15 was the first full year of benefit from the improved agreement with SafeNet / Gemalto.

» Driven by leveraging the master distributor relationship, improved sales planning and execution
and strong cost control.

11
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FY15 FY14 Change
$000’s $000’s

Operating cash flows 9,577 2,879  233%
R&D tax concession 1,386 1,359 2%
Investing cash flows (470) (110) 4x

Strong growth in operating cash flows.

» Continued discipline with costs while growing core
revenue.

Cash balance of $15.9m at 30 June 2015

» Flexibility for disciplined investment in organic and 2,870
acquisition opportunities in the future.

» Reflects rapid return to profitability and strong (579)
cash flow conversion. Jun 13 Jun 14 Jun 15

12
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INVESTING IN THE BUSINESS

Building capability to drive medium term growth

» Accelerate R&D roadmap and launch projects to maintain market leading position.

* Virtualisation of encryption — developing technologies in response to changing

networking protocols and ways of managing networking.
« Custom algorithm offerings — including non US Elliptic Curves.

R&D investment is expected to be higher than normal in FY16 (approx. 30%
increase over FY15) — driving revenue growth in FY17 and beyond

* Increased certification costs for planned new product releases.
» Additional engineers and technical support staff.

* Increased non-recurring contractor costs.

15
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INVESTING IN THE BUSINESS

International sales support

» Additional Senetas staff in critical markets to assist Gemalto sales teams, guide

strategic accounts and projects.

e Building sales focus with our key partners.

Increasing investment in technology partners and end customers to
drive revenue growth opportunities

» Developing new technology relationships with organisations like Avaya (Multinational
Networking Vendor).

* Investing in product enhancements to provide more seamless customer experiences
across devices and networks.

» Fostering direct strategic end customer relationships.

16
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5 KEY GROWTH DRIVERS

1. Accelerate growth in key high speed encryptor (HSE) markets in partnership
with Gemalto to leverage their increased sales and marketing footprint.

2. Develop new opportunities in low HSE penetration including markets such as
India, Japan, Singapore, South America, Eastern Europe, France, Germany
and Italy by working closely with Gemalto.

3. New faster and ‘high-density’ products — market-leading encryptors that reflect
emerging customer security needs — faster 100Gbps and ‘high-density’ (multi-
port) platforms.

4. New custom algorithm projects leveraging Senetas’ unique electronics
engineering capabilities and products — custom software toolkit to address
unique requirements for other customers.

5. New technology partnerships to expand the reach and capabilities of Senetas
products e.g. — an agreement signed with Avaya in January 2015 will provide
access to Avaya ‘Fabric Connect’ network technology and its large customer
base around the world.

18
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SUMMARY AND OUTLOOK

e Senetas is building a strong track record of sustainable profit growth and cash flow.

* Robust balance sheet to support disciplined investment in organic and potential
inorganic growth initiatives in the future.

» Strong pipeline of new products built to meet the needs of our most important
customers.

« Strong industry fundamentals and increased focus on driving sales execution in
partnership with our key partners is expected to deliver profit and cash flow growth in
FY16.

* With the benefits of the new master distributor agreement now fully realised and an
increase in R&D investment rates over the next 12 months, we expect that profit
growth may moderate from that achieved in FY15.

» Medium term profit growth is expected to remain strong as new products are
released into the market.

19

SENETAS %



SENETAS e

Security without compromise

LIMITED
G 2015

SENETA
ANNUA



	ASX SEN AGM cover 2015
	SEN Chairman's Speech AGM ASX FINAL
	SEN AGM 2015 Presentation
	SENETAS CORPORATION LIMITED�ANNUAL GENERAL MEETING 2015
	Chairman’s Address�Mr Francis Galbally
	Slide Number 3
	Slide Number 4
	Slide Number 5
	Slide Number 6
	CEO PRESENTATION�MR ANDREW WILSON
	AGENDA
	FY15 HIGHLIGHTS
	FY15 FINANCIAL OVERVIEW
	SUSTAINABLE GROWTH
	STRONG OPERATING CASH FLOWS
	SHARE PRICE PERFORMANCE
	INVESTRMENT FOR CONTINUED GROWTH
	INVESTING IN THE BUSINESS
	INVESTING IN OUR BUSINESS
	GROWTH DRIVERS AND OUTLOOK
	5 KEY GROWTH DRIVERS
	SUMMARY AND OUTLOOK
	Slide Number 20
	Agenda item 1
	Resolution 1
	Agenda Item 2(a)
	Resolution 2(a)�
	Proxy’s Received for Resolution 2�
	Agenda Item 2(b)
	Resolution 2(b)�
	Proxy’s Received for Resolution 2�
	Agenda item 3
	Resolution 3
	Proxy’s Received for Resolution 3�
	Agenda Item 4
	Resolution 4�
	Received for Resolution 4
	Agenda Item 5
	Resolution 5�
	Received for Resolution 5
	SENETAS CORPORATION LIMITED�ANNUAL GENERAL MEETING 2015


