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No Warranties
Disclaimer

The material in this presentation has been prepared by archTIS Limited (“Company”).

This presentation may not be reproduced, redistributed or passed on, directly or indirectly, to any other person, or published, in whole or in part, for any purpose without 
prior written approval of the Company.  The material contained in this presentation is for information purposes only.  This presentation is not an offer or invitation for 
subscription or purchase of, or a recommendation in relation to, securities in the Company and neither this presentation nor anything contained in it shall form the basis 
of any contract or commitment.  Any offering of any of the Company's securities to Australian persons will be subject to Australian securities laws. The distribution of 
this document in jurisdictions outside of Australia may be restricted by law, and persons into whose possession this document comes should inform themselves about, 
and observe, all such restrictions.

This presentation is not financial product or investment advice. It does not take into account the investment objectives, financial situation and particular needs of any 
investor. Before making an investment in the Company, an investor or prospective investor should consider whether such an investment is appropriate to their 
particular investment needs, objectives and financial circumstances, seek legal and taxation advice as appropriate and consult a financial adviser if necessary.

This presentation may contain forward-looking statements that are subject to risk factors associated with data-centric cyber security business. Forward looking 
statements include those containing such words as "anticipate", "estimates", "forecasts", "should", "could", "may", "intends", "will", "expects", "plans" or similar 
expressions. Such forward-looking statements are not guarantees of future performance and involve known and unknown risks, uncertainties, assumptions and other 
important factors, many of which are beyond the control of the Company. It is believed that the expectations reflected in these statements are reasonable, but they may 
be affected by a range of variables and changes in underlying assumptions which could cause actual results or trends to differ materially. The Company does not make 
any representation or warranty as to the accuracy of such statements or assumptions.

This presentation has been prepared by the Company based on information currently available to it. No representation or warranty, express or implied, is made as to 
the fairness, accuracy, completeness or correctness of the information, opinions and conclusions contained in this presentation. To the maximum extent permitted by 
law, none of the Company or its subsidiaries or affiliates or the directors, employees, agents, representatives or advisers of any such party, nor any other person 
accepts any liability for any loss arising from the use of this presentation or its contents or otherwise arising in connection with it, including without limitation, any liability 
arising from fault or negligence on the part of the Company or its subsidiaries or affiliates or the directors, employees, agents, representatives or advisers of any such 
pay.

Disclaimer
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Q1 FY25 Quarterly Highlights*
Continued strategic execution

*Unaudited / Prior Comparative Period (PCP) 

ARR $3.96M 

up 16% PCP

Revenue of $1.45M

Licensing $0.95M 

Services $0.5M 

Gross margin 75% 

a 26-basis point 

improvement

Launched 

archTIS Trusted 

Data Integration

Operating 

Expenses 

decreased 5% PCP

AUS Defence signed 

and paid $2.3M (in Oct)

for new and expanded 

user licensing of 

NC Protect
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Q1 FY25 Financial Overview 

*Unaudited results

$1.92M

$0.50M

$1.10M

$0.95M

Q1 FY24 Q1 FY25

$3.02M

$1.45M

Q1 FY24 Q1 FY25

47%

75%

+28 Bps

License Revenue

Service Revenue

$3.40M

$3.96M

Q1 FY24 Q1 FY25

+16%

$2.04M
$1.94M

Q1 FY24 Q1 FY25

-5%

Gross Margin ARR Operating Expense
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Q1 FY25 Customer Growth
Broader industry adoption and recognition

HIGHLIGHTS

• The Australian Department of Defence Command 

and Control Division signed and paid $2.3M for new 

and expanded user licensing of NC Protect

• BGW Germany, through archTIS reseller Softlanding, 

doubled their annual subscription to NC Protect to 

secure and restrict employee, management and 

industry volunteer access. 

• An Australian research university expanded its use 

of Kojensi SaaS to securely collaborate with industry 

and defence partners.

• A European bank selected NC Encrypt to provide 

policy-based encryption for information stored in 

M365.

• BAE procured additional services to build a 

collaboration environment to facilitate sharing between 

industry and Defence.
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Structured vs Unstructured Data

• The Big Data market will be worth $474 billion by 2030, 

growing at 12.7% CAGR

• Structured data (e.g. databases) is clearly defined and 

lends itself to analysis. However, it is spread out across 

data lakes and warehouses. To make it usable, it must 

be integrated with other applications, governed and 

protected appropriately.

• Unstructured data (e.g., documents, spreadsheets) is 

stored in its native format. It is subject to global data 

governance laws. Organizations must identify sensitive 

information and implement appropriate access controls 

and protections.

80% 
of all enterprise data is 
unstructured

20% 

of all enterprise data is 
structured
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DYNAMIC ACCESS & DATA PROTECTION FOR 
MICROSOFT 365, SHAREPOINT & 

FILE SHARES

• Discover, classify and secure sensitive 
information

• Prevent data loss, misuse and human error

• Enforce zero trust with Attribute Based Access 
Control (ABAC) and data protection policies

• Audit user file access and interactions for 
security and compliance reporting

• Maintain control of encryption keys in M365 with 
Bring Your Own Key (BYOK) Support

A Data Centric Security solution for 
every data sharing problem

POLICY-BASED ACCESS CONTROL FOR SENSITIVE & 
CLASSIFIED DATA

• Compartmentalized military-grade classified 

information collaboration and file sharing

• IRAP assessed and accredited up to 

PROTECTED

• Control access and sharing with data-centric 

ABAC policies, including security classification, 

country, organization and releasability

• Audit all user interaction and changes made to 

files, workspaces and other administrative tasks

POLICY-BASED ACCESS CONTROL FOR SENSITIVE & 
CLASSIFIED DATA

• Adds Zero Trust Data Centric Security 

capabilities to structured data access

• Source and integrate data from multiple 

authoritative data sources based on access 

context

• Centrally author and apply access control 

policies for security and compliance across data 

transactions with minimal user impact

• Enable seamless information and data 

collaboration with multiple third parties

• Enables speed of relevance for decision-making
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Targeted Revenue Thread Opportunities

• Drive an enterprise 

agreement to go deeper into 

Australian  Defence

• Referenceable into Coalition 

Forces (US / Five-Eyes / 

AUKUS, etc.)

• Existing POCs

• Quoted opportunities 

Australian 
Defence Agencies

Global Defence 
Industrial Base

• Sell-to / Sell through

• Advanced features of CUI,  

ITAR, CMMC, Dynamic 

Watermarks

• Kojensi SaaS

• Existing POCs

• Update user count and 

expand existing customers

• Migrate from SharePoint 

On-premises to Cloud 

• NC Encrypt: encryption and 

BYOK leveraging M365 and 

Thales CipherTrust Manager

• Support file shares like 

NetApp

Opportunistic 
Account Targeting

• Referenceable into Coalition 

Forces (US / Five-Eyes / 

AUKUS, etc.)

• Existing POCs

• Microsoft relationship

• AUKUS

• CMMC and CUI

Replicate Success 
Across Coalition 

Forces
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Q&A
Level 3 , 10 National Circuit
Barton ACT 2600 Australia

1300 ARCHTIS
+61 2 6162 2792
+61 419 528 061

www.archtis.com
       @arch_tis
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