
Dear  TNT Boar d,

Ther e ar e a few things I wanted to highlight  fr om Friday’s meeting, as par t of the CEO repor t.

Fi nanci al Performance Risk. As I  said,  there is absolut ely risk in t he number s once we have gott en behind in H1 - and it  will need many things t o go r ightin or der  to end ahead of FY22, plus growth. The budget  and plan is/was planned to be backend loaded to Q4, and we will need to be billing every available consulting day - looking to upsides in SOC and Cloud, as well as maxim ising Com mer cial and new Feder al product sales gr oss mar gins between now and Mar ch 31st and June 30th.

• Rem em ber that  our FY23 curr ent  gap and mar gin losshas been largely created by SL/Detect  per form ance –Leadership no longer at  TNT/The wor st  acquisition and deal incl TG,  etc.

• The next  lar gest r isk is clear ly t he ongoing per formance of the Com mer cial BU f ollowing that  BU leader  depart ur e in December.

Forecast i ng.  Nooneis mor e frustr at ed wit h our  cur rent f ragmented for ecast ing system than me. However,  let me spell out  the plan we have been wor king t o her e:

• O bj ect ive:The end goal will be to have all of Tesserenton one CRM system –Salesf or ce (SFDC);  and as many Pr actices as possible using Mission Cont rol ( MC)  as the adjunct  consult ant  scheduling/utilisat ion tool.

• FY22 we had these ent ities using these systems for  For ecasting and Scheduling;

oPure Security–SFDC/M C

oAi r l oomSFDC/XX

oRi vi um SFDC/ YY

oSL/ Det ect SFDC/WW

oLat eral XLS/XLS

oLoopSec Hubspot/ ZZ

oNort h XLS/ Net suit ePS

oPearson XLS/XLS

oCl ari cent XLS/XLS

oSeer XLS/ AA

oCl oud M Soft/ CRM

• I n FY23 we cur rent ly have;

oCommercial SFDC/ MC

oSO C SFDC/ Hubspot

oCl oud M soft/ CRM

oFederal XLS/NetsuitePS

oSeer XLS/ AA

• By St art  FY24 (July) - t he Pl an is

oSi ngl e Sales/ Growth Teamof Feder al/Commercial on SFDC/ MC

oCl oud – TBD - Either rolled into above/or left separ at e,  as per  strategy development.

oSeer – Likely left as is,  or a seper at einst ance of  SFDC, as par t of Innovat ion Plan.

The cr it ical capabilit ies t hat benef it a single int egrated CRM and Scheduling/Ut ilization t ool ar e BUs that  have lar ge Consult ing teams and Product sales,  ieFeder al and Commer cial cur rently. Hence,  the focus has been ther e to dat e.

At  t he end of  this emailI I  have attached some of the dashboar ds on curr ent sales bookings and pipeline in ANZ Comm er cial BU. Until this is in place - yes, we ar e reliant on m anual systems at t he BU level that  have been working in the previous entit ies,  wit h judgement fr om theBUleader as t o the most  accurate Forecast assessm ent.

I nvest or Relati ons. As I spoke t o Fr iday,  it  has been well repor ted that we do not  have an active I R progr am. We have no str ategy here, and even if we did,  there is no f ocussed resource to execute this. It  is not a Finance/CMO/ Mar ket ing function. It is a team spor t t hat needs leader ship and dir ection to drive a consistent pr ogram to investors. We ar e not curr ent ly act ively engaging future potent ial buyer s of  our  stock. We have t ried t o outsour ce and do it  int er nally,  wit h a ver y react ive and par t- time f ocus - and it  has not worked.

The board are essentially responsible for t his.  Management,  over  the past year, has r aised this several tim es and has been vet oed. The consequence of  this have been t wo- fold:
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The Cybersecurity Industry at a Glance - Global
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Global Industry Revenue (US$, billions) 

~US$173.5 billion
Expected Global Cybersecurity Market 

Value 2023

~US$11.5 trillion
Expected global cost of cyber crime 

in 2023

~US$12.3k
Estimated average cybersecurity spend per 

employee by 2027 rising from US$7.4k in 
2022

Global Cost of Cyber Crime (US$, trillions) 
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Cybersecurity –worldwide Statista market forecast (2023) Statista. Available at:
https://www.statista.com/outlook/tmo/cybersecurity/worldwide [Accessed 22 Feb 2023]
Cybersecurity –Australia Statista market forecast (2023) Statista. Available at:
https://www.statista.com/outlook/tmo/cybersecurity/australia#revenue [Accessed 22 Feb 2023]
IT Security Consulting in Australia (2021) IBISWorld. Available at:
https://www.ibisworld.com/au/industry/it-security-consulting/4050/ [Accessed 22 Feb 2023]
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The Cybersecurity Industry at a Glance - Australia
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Australian Industry Revenue (A$, billions) 

~A$7.5 billion
Expected Australian 

Cybersecurity Market Value 2023

~A$9.0 billion
Expected Australian cost of 

cyber crime in 2023

Industry Tailwinds
Outsourcing, remote working and increased 

government and corporate investment in 
digital work assets are driving strong 

demand for cyber solutions

Australian Cost of Cyber Crime (A$, billions)
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Major Capability / Service Lines 
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Service Line Growth – H1 FY23 Progress
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• We remain in a strong position to maintain a positive trajectory towards increasing our share of 

the customer wallet
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Service Line Trends
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• Solid expansion across all lines of services 

with 118% increased of customers extending 

one to two service lines.

• Clients remain confident with one at 8 service 

lines, two at 6, and four at 5, showcasing our 

capability strength to that meet their holistic 

cybersecurity needs.

• Success of cross selling approach and 

integrated client teams focusing on all lines of 

services.

• Incremental uplift 120+ net new clients in 

calendar 2022.
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Industry Expertise
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• H1 recruitment added 19 cyber talent, reaching 478 

staff. Our continued focus on hiring the best talent 

fuels our future growth and success.

• Tesserent is deeply committed to foster inclusivity 

and diversity. We’re proud to have 79% male, 20% 

female and 1% non-binary representation, we 

also recognise that women in Australian 

cybersecurity are underrepresented at just 16%*

• 66% of founding leaders since Dec 2019 remain in 

our leadership team, indicating our strong and 

stable leadership continuity.

• Key Cyber industry leaders join us at all levels.

• 190+ team members have a baseline security 

clearance or higher.

Source: Australian Cyber Security Magazine. Women in Australia’s Cyber Security Industry Grow ing. [online] Available at: 

https://australiancybersecuritymagazine.com.au/women-in-australias-cyber-security-industry-growing/ [Accessed 26 Feb 2023]. February 2023

https://australiancybersecuritymagazine.com.au/women-in-australias-cyber-security-industry-growing/


SOC Transformation
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Significant first half investment in the Security 
Operations Centre (SOC)

• High margin recurring revenue.

• Managed Detection and Response 
Service – refocused and refreshed offering 
based on Microsoft & Splunk monitoring 
platforms.

• Migrated away from 
underperforming legacy client services.

• Signed several key deals as a direct result 
of increased cyber threats in late 2022.

February 2023



Security Incident Response
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Significant first half investment in a Tier 1 
Incident Response Capability.

• High margin retainer-based revenue.

• New client acquisition service.

• Expansion of service offering to existing 
clients.

• Won several key deals as a direct result 
of increased cyber threats in late 2022.

• Initial investment and ramp up costs 
significant in FY23.

February 2023
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Tesserent Strategy FY24-26

Tesserent looks forward to 

providing investors & team 

members a detailed update 

on this strategy prior to the 

end of FY23

• Finalising integration toward 

“One Tesserent” - Improving 

Cross Service Line Selling.

• Amplifying Great Place to 

Work, Brand, Marketing, 

Automation initiatives with 

effective Organisational Design.

• Developing new offerings for clients 

that broaden our IP – Innovation 

investments.

• Targeting high impact clients, e.g., 

Defence, & Critical Infrastructure 

Industries.

z

• Executing acquisitions 

which brings a value-add to 

our product or service offering, 

and market location.

Senior Leadership are well advanced in strategic planning to double the growth rate of the business 

vs the market growth across the next three full fiscal periods (FY24-26).
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14

Tesserent Strategic Ambition Target - FY24-26 
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Growth continuing into Q2 FY23
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Turnover growth (quarter on quarter)
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Profit and Loss – summary
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Half-year

to Dec-22

Half-year

to Dec-21
% growth 

Turnover 85.1 62.9 +35%

Operating EBITDA 5.0 4.6 +10%

plus AASB16 lease adjustments 1.6 1.0 

Normalised EBITDA 6.6 5.6 +19%

Interest expense (1.4) (1.7)

Depreciation and amortisation (4.6) (3.6)

Tax credit 0.3 -

Normalised NPAT 0.9 0.3 +183%

Less: One-off costs / non-recurring expenses

Share option expenses non-cash (0.3) (1.5)

Acquisition related costs cash (0.8) (1.1)

Cost of warrants on debt finance
1

non-cash - (1.0)

Impairment adjustment on investments non-cash (0.9) -

Statutory NPAT (1.1) (3.3)

1 Warrant amortisation expense ceased in June 2022, as a result of the refinancing of the previous debt 

facilities to new debt funding from CBA

Key drivers

3.0%

6.0%

8.1%

10.1%

7.1% 7.4%

9.5%

13.3%

6.5%
5.9%

Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4 Q1 Q2

FY21 FY22 FY23

Operating EBITDA margin - by Qtr

• Continued strong double digit Turnover growth.

• Normalised EBITDA increases 19% on prior comparative 

period. 

• Investment in the new Incident Response capability and some 

underperformance in the SOC however, has impacted margins 

in the first half of FY23. Tesserent has already added a number 
of significant new clients back into the managed services 

offering. 

• Statutory NPAT impacted by a number of non-recurring cash 

and non-cash costs including acquisition related costs and non-

cash impairment expense in relation to the TrustGrid
investment.

February 2023
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Cash Flows
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YTD Cash movement (30 Jun to 31 Dec-22)

Working capital and WIP

movement (30 Jun to 31 Dec-22)

Key drivers

• Positive operating cashflow for the current half – despite an increase in 

the carrying value of WIP from consulting work performed (billing 

milestones drive WIP)

• Increase in the carrying value of WIP from consulting work performed is the 

largest contributor to increase in carrying working capital 

• WIP balance is dependent upon volume of work performed and reaching 

agreed billing milestones

• Debtor collection and creditor management continue to perform at normal 

seasonal levels.  No significant debt write-offs or provisions have been 

required 

• $16.6m in deferred consideration 
payments have been settled in 

relation to previous acquisitions –
funded through bank debt (from 

CBA), proceeds from options and 

cash on hand; plus

• Further $1m investment in 

innovation partner Daltrey.  

February 2023



Balance sheet
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The current balance sheet position (current assets – current liabilities) has improved by $13m in the last six 

months as a result of the payment of deferred settlement liabilities during the period  

Dec-22 Jun-22

Cash and cash equivalents 7.3 14.3

Trade and other receivables 23.1 32.1

Contract assets 17.3 13.2

Prepayments and other assets 2.5 (1.5)

Current assets 50.2 62.2 

Contract assets 5.6 3.0

Property and equipment 3.6 3.3

Goodwill and intangibles 173.9 176.8

Investments 3.7 3.2

Non-current assets 186.8 186.3

Total assets 237.0 248.5

Trade and other payables (25.2) (36.1)

Contract liabilities (13.4) (11.3)

Lease liabilities and provisions (7.6) (7.2)

Deferred settlement liabilities (6.7) (23.6)

Current liabilities (52.9) (78.2)

Contract liabilities (4.7) (2.3)

Lease liabilities and provisions (3.7) (4.5)

Borrowings (44.5) (34.5)

Deferred settlement liabilities - (5.5)

Deferred tax liability (6.1) (6.5)

Non-current liabilities (59.0) (53.3)

Total liabilities (111.9) (131.5)

Net Assets 125.1 117.0

Key highlights

• Significant reduction in the deferred settlement liability 

balance (current and non-current) as a result of $16.6m 
deferred consideration cash and equity settled payments 
during the last six months

• Increase in borrowings (from CBA) of $10m – used to fund 
the acquisition related deferred consideration payments

• Net working capital (debtors – creditors) movement 
essentially cash neutral over the period

• Strong debtor book – only $26k of debtor write-down on $32m 

debtor book (0.08%)

• Growth in contract assets consistent with the build-up of WIP 

– which is expected to normalise in the second half of FY23 
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Important Notice & Disclaimer 
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This presentation is authorised by the Board of Tesserent Limited (Company) and is current as at the date of the cover page. It is solely based on, and should be read in connection 
with, information contained on other periodic and continuous disclosure announcements lodged with the Australian Securities Exchange (ASX) by the Company by which are available 

at www.asx.com.au.

The Company is under no obligation to update the presentation and the information in this presentation remains subject to cha nge by the Company in its absolute discretion and without 

notice. To the maximum extent permitted by law, the Company and its advisers make no representation and give no assurance, guarantee or warranty, express or implied, as to, and 
take no responsibility and assume no liability for, the authenticity, validity, accuracy, suitability or completeness of, or any errors in or omissions, from any information, statement or 

opinion contained in the presentation.

This document has been prepared without regard to the specific investment objectives, financial situation or needs of any rec ipient of this presentation. Each recipient should consult 

with, and rely solely upon, their own legal, tax, business and/or financial advisors in connection with any decision made in relation to the information contained in this presentation.

This presentation contains certain forward-looking statements. Forward-looking statements include those containing words such as “anticipate”, “believe”, “expect”, “project”, “forecast”, 

“estimate”, “likely”, “intend”, “should”, “could”, “may”, “target”, “plan”, “consider”, “foresee”, “aim”, “will” and other similar expressions. Other forward-looking statements can be identified 

in the context in which the statements are made. Any forward-looking statements, opinions and estimates provided in this presentation are based on assumptions and contingencies 

which are subject to change without notice and involve known and unknown risks and uncertainties and other factors which are beyond the control of the Company. To the maximum 
extent permitted by law, the directors of the Company, the Company and any of its related bodies corporate and affiliates, an d their officers, partners, employees, agents, associates 

and advisers disclaim any obligations or undertaking to release any updates or revisions to the information in this presentat ion to reflect any change in expectations or assumptions, 

do not make any representation or warranty, express or implied, as to the accuracy, reliability or completeness of such information, or likelihood of fulfillment of any

forward-looking statement or any event or results expressed or implied in any forward-looking statement, and disclaim all responsibility and liability for these 

forward-looking statements (including, without limitation, liability for negligence).

Nothing contained in this presentation constitutes investment, legal, tax or other advice.

None of the information contained in this presentation constitutes an offer of, or a proposal or an invitation to make an 

offer of, any security.

February 2023
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For more information contact us at:
Telephone:
+61 3 9880 5555
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